INFORMATION SECURITY POLICY

of BorsodChem Zrt.

»Information security is one of the cornerstones of our continuous operation and competit

The protection of IT resources and the data processed using them is of paramount importance to the operation of BorsodC
formation security and the proper management of data assets are essential for safe and continuous chemical production, t
operation of business processes and the maintenance of reliable business relationships.

In view of the above, BorsodChem Zrt. is committed to information security and secure data management as follows:

* We plan, operate and continuously develop our information se- potential business impacts, ensuring that their cost'
curity and data protection activities in a planned manner, tak- tionate to the damage we seek to prevent.
ing into account changes in our operating environmentandour  » We develop a detailed internal set of rules for
own operations. security activities, ensuring consistent en
* We setinformation security objectives at regular intervals and mation security requirements, risk reductic
measure and review the performance and effectiveness of our ance. We review the rules regularly.

information security activities. We ensure that our emplo

* The Company’s management provides the resources neces- ment and data securi
sary to achieve the objectives set in the area of information that our users are
security. have the know

e Our goal is to ensure that our information security activities operation of

comply with EU Directive 2022/2555 (NIS2) and the relevant  » We ensure
and other Hungarian legal requirements in force at any given processing
time. We comply with our data processing obligations towards dures and p

our partners. We pay due attention to the processing of per- * We take info
sonal data to ensure that our activities comply with EU General when purchasin
Data Protection Regulation 2016/679 and the relevant Hungar- existing systems.

ian legal requirements. We ensure that our sup

We evaluate our information assets in terms of confidential- formation assets or IT systems meet ot
ity, integrity and availability, and perform risk assessments requirements. We evaluate and qualifgio
on the IT systems and environment that manage these assets, tent necessary.

thereby ensuring the adequate protection of information and
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the continuous, secure operation of the organisation. tions and to minimise any damage. We inves

Our information security activities are risk- and cost-con- dents that arise in a documented

scious: we tailor our protective measures to the threats and sary corrective measures.
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